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#full_expimp.sh
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[root@localhost ~]# full_expimp.sh

Select operation:

1. Export

2. Import

3. List schemas in an existing export file

operation: 1

Please enter system password: *****  _ system password

Please select export type:
1. Full export
2. Exclude alert data

export type [1]: 1 —

Would you like to export failed archives data [y/n] (default is n)

n

Please enter password for dump file encryption (leave blank to use system's password):

= Enter

Enter a file name for operation:
file name [/var/tmp/SecureSphere_20111001]: < Enter

You are about to perform the following:

Export all schemas (SECURE, SECURE_DA and all ODM)
The dump file will be encrypted

Are you sure? [Y/N]

Y
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Ivar/tmp/ MD5
SCP FTP

full_expimp (version 2.2) started on Sat Oct 1 19:40:57 JST 2011
This may take a while, log file is written to /var/tmp/SecureSphere_20111001.log

# 20

full_expimp completed successfully on Sat Oct 1 19:47:11 JST 2011

[root@localhost ~]# cd /var/tmp/

[root@localhost tmp]#

[root@localhost tmp]# Is

SecureSphere_20111001.log

SecureSphere _20111001.tgz

[root@localhost tmp]# md5sum -b SecureSphere_20111001.tgz

5676382¢c391ffc81db53e2355c24e677 *SecureSphere_20111001.tgz -
MD5

[root@localhost tmp]#
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MX

#full_expimp.sh

[root@localhost ~]# impctl server stop — MX *

[root@localhost ~]#
[root@localhost ~]# full_expimp.sh
Select operation:
1. Export
2. Import
3. List schemas in an existing export file
operation: 2
Please enter system password: *****  _ system password
Please select operation to perform before the import:
1. Drop target schemas (if exists)
2. Do Nothing
import type [1]: 1
Please select configuration files option:
1. Copy configuration files during the import
2. Do not copy configuration files during the import
Copy option [1]: 1
Please enter SECURE user password (if SECURE will not be imported, this password
will be ignored):**** . secure password
Enter a file name for operation:
file name: /var/tmp/SecureSphere_20111001.tgz
Is the dump encrypted [y/n] (default is y)?y
Please enter dump encryption password:****
system password
You are about to perform the following:
Drop all schemas (SECURE, SECURE_DA and all ODM) and import all schemas from
dump file
Copy configuration files over any existing files
Are you sure? [Y/N]
Y
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full_expimp (version 2.0) started on Fri Feb 25 00:40:49 JST 2011
This may take a while, log file is written to /var/tmp/SecureSphere_20111001.log

# 40 60
full_expimp completed successfully on Sat Oct 1 23:03:13 JST 2011

[root@localhost ~]#

[root@localhost ~J#impctl server start ~ MX *

[root@localhost ~]#
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